The fruit from a poisoned tree – use of unlawfully obtained evidence

In the United Kingdom, the governing Conservative Party has promised not to withdraw from the European Convention on Human Rights (ECHR) while the process of Brexit is underway, but the Party has said it will consider the UK’s human rights legal framework after the country leaves the European Union. If it does, this may have a knock-on effect on how the courts of England and Wales deal with illegally or improperly obtained evidence in breach of a person’s human rights (eg, a breach of their right to privacy under Article 8 of the ECHR). This article considers if and when illegally obtained evidence can be used in civil litigation in a number of jurisdictions including the courts of England and Wales, France, Australia, the United States and Russia.

England and Wales

In English civil proceedings, there is no rule of law that evidence must be excluded because it has been obtained illegally and/or improperly. In fact, over the years, English judges have made it clear that they are more concerned about vindicating the truth with the aid of relevant evidence, rather than excluding such evidence on the ground that it has been improperly obtained. In short, if it is relevant, it should be admissible (although the court will decide what weight to give it).

The general principle that all evidence is admissible by the courts of England and Wales was modified by the introduction of the Civil Procedure Rules (CPR) in April 1999 and the effect of the Human Rights Act 1998, which incorporated certain Articles of the ECHR into English law.

CPR, r 32.1(2) gives the courts of England and Wales discretion to exclude evidence that would otherwise be admissible. This includes evidence that has been obtained illegally. In exercising its discretion, the court weighs up the public interest in discouraging improper conduct against the public interest in arriving at a true and just determination.

The review of the case law post the introduction of the CPR shows that the courts in England and Wales almost always consider that justice is better achieved by putting all relevant material before the judge. By way of example, in Jones v University of Warwick [2003] EWCA Civ 151, the claimant claimed disability in her hand following an accident at work. An enquiry agent instructed by the defendant’s insurers obtained access to her home by deception, posing as a market researcher, and filmed the claimant using a hidden camera. The film showed the claimant using her hand without the disability claimed. It was accepted that the enquiry agent had committed the tort of trespass, which the claimant argued was against her right to privacy under Article 8 of ECHR, and that the evidence should be excluded under CPR, r 32.1. The court disagreed, concluding that the evidence should be admitted as it would be artificial and undesirable for evidence that was relevant not to be before the trial judge.

In Imerman v Tchenguiz [2010] EWCA Civ 908, the court confirmed that illegally obtained information could be put before the court. The subject matter of the dispute was a divorce between Mr and Mrs Imerman. Mr Imerman shared offices and a computer system in London with his then brothers-in-law. When he petitioned for divorce he was evicted from his offices by his brothers-in-law, following which, fearing that he would conceal his assets for the purposes of the divorce, one of the brothers-in-law accessed the office servers and copied information and documents (including password-protected material), printing several lever-arch files and
then passing them to the solicitors acting for
his sister in the divorce proceedings.

In its judgment, the Court of Appeal
expressed its dislike for parties taking the law
into their own hands and illegally helping
themselves to information or documents.
However, the court also reiterated that
evidence improperly obtained can still be
used in court, acknowledging the fact that
common law does not usually concern
itself with how evidence is obtained when
considering admissibility. The Court of
Appeal endorsed the principle that the
court will exercise its discretion to exclude
admissible evidence obtained unlawfully
if it is in the interests of justice to do so in
accordance with the significance or weight
of the evidence in question, as well as with
regard to the gravity of the law-breaking
concerned, but accepted that the necessary
balancing exercise is often very difficult.

A case where the court excluded evidence
was ITC Film Distributors Limited v Video
Exchange Limited [1982] Ch 431. In this case
a number of boxes containing video cassettes
and files were left in a court after a hearing
and one of the parties obtained them ‘by
trick’. The judge excluded the evidence,
concluding that the interests of the proper
administration of justice required him to
do so as the danger to the court system if
one party was able to take possession of
documents belonging to the other side within
the precincts of the court would outweigh
the potential injustice to the parties in any
particular case.

Litigators before the courts of England and
Wales should bear in mind the following:
1. While the general rule is that unlawfully
obtained evidence is admissible, the
material will most likely not be protected
by privilege. This was made clear in the
case of Dubai Aluminium Co v Al Alawi
[1999] QC 1964, where the claimant
had engaged agents to investigate the
defendant’s finances in contravention of
the Data Protection Act 1984 as well as
various banking laws of Switzerland. The
defendant applied for an order seeking
disclosure of any documents generated
by, or reporting on, such conduct. The
claimant argued that they should be
subject to privilege. The court held
that privilege would not protect such
documents:

‘It seems to me that if investigative
agents employed by solicitors for
the purpose of litigation were
permitted to breach the provisions
of such statutes or to indulge in
fraud or impersonation without any
consequence at all for the conduct of
litigation, then the courts would be
going far to sanction such conduct.
Of course, there is always the sanction
of prosecutions or civil suits, and
those must always remain a primary
sanction for any breach of the criminal
or civil law. But it seems to me that
criminal or fraudulent conduct for the
purposes of acquiring evidence in or
for litigation cannot properly escape
the consequence that any documents
generated by or reporting on such
court, and which are relevant to the
issues in the case, are discoverable and
fall outside the legitimate area of legal
professional privilege’.

2. Where confidential information is taken
intentionally and without authorisation,
it may be possible to obtain an injunction
requiring the delivery up and restraining
the use of that information.

3. Where applications are made on an ex
parte basis (ie, without notice to the other
side), there is a duty on the applicant to
provide full and frank disclosure, which
means that the applicant has to disclose
all facts that reasonably could be taken
into account by the judge in deciding
whether to grant the application. The
urgency of the application and the
absence of the other side necessarily
mean that the court is reliant on the
meticulous assistance of the advocate
in deciding whether or not to grant
the injunction. Applications of this
kind should not therefore be treated as
routine. The question of whether the
evidence has been obtained unlawfully is
therefore highly relevant to the granting
of such applications. Failure to disclose
the source of evidence in support of an ex
parte application, if obtained illegally, can
result in the injunction being discharged.
A failure to disclose the use of illegally
obtained evidence has led to the court,
inter alia, discharging the injunction
and sanctioning the failure to be full and
frank with cost penalties, a damages award
in favour of the defendant and severely
criticising the relevant lawyers. Not a good
start to any litigation.

4. Obtaining evidence illegally is likely to
undermine a party’s credibility. It can
also lead to cost sanctions and a separate
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civil claim, for example, for breach of the right to privacy (see, eg, the privacy claims made in regard to phone hacking of celebrities’ telephones by a UK newspaper) or criminal sanction, for example, theft or the criminal offence of intercepting phone calls without a court order.

**Australia**

Under Australian law what is the position? Where evidence is obtained improperly or in contravention of an Australian law, it ‘is not to be admitted unless the desirability of admitting the evidence outweighs the undesirability of admitting the evidence’.

**United States**

In the US, illegally obtained evidence, in the main, is excluded in criminal proceedings. Known in US jurisprudence as the ‘exclusionary rule,’ it emanates from the Fourth Amendment to the US Constitution, which prohibits ‘unreasonable searches and seizures’. In 1914, it was first held to bar the admission in a federal criminal action of evidence obtained illegally by federal agents (Weeks v US, 232 US 385 (1914)). The exclusionary rule applies not only to the original evidence illegally obtained but also to copies and knowledge gleaned therefrom (Silverthorne Lumber Co Inc v US, 251 US 385, 392 (1920)): ‘The essence of a provision forbidding the acquisition of evidence in a certain way is that not merely evidence so acquired shall not be used before the Court but that it shall not be used at all’. See also, for example, Utah v Strieff, 136 SCt 2056, 2061 (2016): ‘Under the Court’s precedents, the exclusionary rule encompasses both the “primary evidence obtained as a direct result of an illegal search or seizure” and “evidence later discovered and found to be derivative of an illegality,” the so-called “fruit of the poisonous tree”’.

Faced with the question of whether the exclusionary rule applied not only to the federal government but also to the states, in 1949 the US Supreme Court initially answered that while the Fourth Amendment did apply to the states through the application of the Fourteenth Amendment’s ‘due process clause’, that application did not require the states to abide by the exclusionary rule (Wolf v Colorado, 338 US 25, 33 (1949)): ‘We hold that in a prosecution in a state court for a state crime the Fourteenth Amendment does not forbid the admission of evidence obtained by an unreasonable search and seizure’). Just 12 years later, however, the Supreme Court reversed its decision in Wolf and definitively held in Mapp v Ohio, 367 US 643 (1961) that the exclusionary rule did, in fact, apply to the states. The court reasoned that because ‘the Fourth Amendment’s right of privacy has been declared enforceable against the states through the due process clause of the Fourteenth Amendment, it is enforceable against them by the same sanction of exclusion as is used against the Federal Government’.

Thus, the exclusionary rule is a creature of US Constitutional law emanating from the Fourth and Fourteenth Amendments. It is not absolute, however, given ‘the significant costs’ of the rule in excluding otherwise relevant evidence, the rule is ‘applicable only where its deterrence benefits outweigh its substantial social costs’ (Strieff, 136 SCt at 2061).

Exceptions to the exclusionary rule include:

1. ‘the independent source doctrine’, which ‘allows trial courts to admit evidence obtained in an unlawful search if officers independently acquired it from a separate, independent source’;
2. ‘the inevitable discovery doctrine’, which ‘allows for the admission of evidence that would have been discovered even without the unconstitutional source’; and
3. ‘the attenuation doctrine’, which allows for the admission of evidence ‘when the connection between unconstitutional police conduct and the evidence is remote or has been interrupted by some intervening circumstance’.

While in the US the exclusionary rule in the criminal context is well settled, the ‘reach of the exclusionary rule into civil proceedings, however, remains somewhat uncertain’ (US v $37,780 in US Currency, 920 F2d 159, 163 (2d Cir 1990). Indeed, while the US Supreme Court has not held so definitively, there is trial-level federal court authority concluding that ‘the Fourth Amendment’s exclusionary rule does not apply in civil actions other than civil forfeiture proceedings’ (Mojia v City of New York, 119 F Supp 2d 232, 254 n27 (EDNY 2000)). These cases reason that because the rationale behind the exclusionary rule in the US is to deter police from obtaining evidence illegally, that deterrence goal is met by applying the rule in the criminal context, rendering it unnecessary to exclude relevant evidence in the civil context (see, eg, US v Janis, 428 US 433, 454 (1976)): ‘In short, we conclude that exclusion from federal civil proceedings of evidence unlawfully seized by
a state criminal enforcement officer has not been shown to have a sufficient likelihood of deterring the conduct of the state police so that it outweighs the societal costs imposed by the exclusion. This Court, therefore, is not justified in so extending the exclusionary rule.”; Mejia, 119 F Supp 2d at 254 n27 (“the deterrent purposes of the exclusionary rule have already been satisfied by the exclusion of the evidence from Mr Mejia’s criminal trial”). However, there is ‘well-established’ US authority, including US Supreme Court precedent that the exclusionary rule does apply in civil forfeiture cases. See, for example, In re 650 Fifth Ave and Related Properties, 830 F3d 66, 98 (2d Cir 2016).

Thus, while the exclusionary rule generally does not apply in US civil proceedings given its criminal context origins and deterrence goals, the precise extent to which the exclusionary rule applies in civil proceedings continues to evolve.

France

French civil courts do not permit the use of evidence obtained via illicit means. ‘Having regard to Article 9 of the Code of Civil Procedure, together with Article 6§1 of the European Convention on Human Rights and the principle of fairness/loyalty in the production of evidence; … the recording of a telephone communication made unbeknownst to the author of the statements constitute a unfair method rendering inadmissible its production as evidence’ (see Assemblée plénière, Cour de cassation, 7 January 2011, No 09-14.316 0914.667).

By way of exception, evidence obtained in breach of the right to privacy can be admitted by the French civil courts as evidence if they are essential for exercising the right and that the breach is proportionate to the objective pursued (see Cour de cassation, Civil Chamber, 25 February 2016, n°15-12.403).

Russia

The approach taken by the Courts in the Russian Federation is significantly stricter than the English court’s approach. Article 50 of the Constitution of the Russian Federation provides that ‘in the interests of justice it is not allowed to use any evidence received unlawfully’. This rule in different variations finds its way into the procedural codes (the Civil Code of the Russian Federation, the Commercial Code of the Russian Federation and the Criminal Procedural Code of the Russian Federation), which form a basis of civil and criminal court procedure.

What directly follows from this approach is that, as long as one can satisfy the court that the evidence has been obtained unlawfully, the court will not consider whether or not that evidence is relevant to the issues in dispute between the parties.

Russian judges typically take a very formal approach and strictly interpret the law. In case number 33-10295/12 the Supreme Court of Republic Bashkortostan upheld the decision of the lower courts and refused to examine phone records of conversations between the claimant and the respondent. The court mentioned that each person is entitled to privacy of their personal communications and this privacy can be circumscribed only with a court order. In the absence of a court order, phone records obtained illegally could not be used as evidence (see the appeal ruling of the Supreme Court of Republic Bashkortostan dated as of 6 September 2012, case number 33-10295/12).

Some lawyers have argued (with some judges’ support) that in order to be excluded, the evidence should be illegally obtained by the person introducing it to the court. If the party obtains information from another (for example, a detective obtaining the information illegally) and does not obtain this information illegally, themselves, such evidence should be admitted (see AV Smirnov, ‘On issue of admissibility of the evidence obtained illegally’ (2008), Information base ConsultantPlus).

Russian lawyers use different creative tactics in order to try nonetheless to introduce sensitive evidence to the court, for example, they initiate criminal proceedings and obtain evidence, which is later introduced in civil proceedings.

In the case number 33-KT15-6, the claimant asked for recovery of a loan; the respondent argued that the money had been received not as a loan but as compensation and introduced video evidence. The Supreme Court of the Russian Federation on appeal found the video admissible stating that as far as the video related to a contractual relationship between the parties it was not personal correspondence protected by the privacy rules (see ruling of the Supreme Court of the Russian Federation dated 14 April 2015 case number 33-KT15-6). Such approach shows that there are ways to admit sensitive evidence but it is not straightforward.